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ICE  brings together processes, data and technology to enable simplification, automation and integration of strategic, operational 
and risk management across all three lines of defence in the organisation.
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FIRST	LINE	
OF	DEFENCE

SECOND	LINE	
OF	DEFENCE

• All controls are calendarized and workflow-driven to ensure they are performed.

• Control completion is captured and timestamped providing a definitive record and 
audit trail.

• Evidence is stored in a secure repository that prevents any editing or tampering.

• “Light-touch” required by control performers – minimal use of their time.

• Control Issues are easily captured, monitored and escalated – there is 
no reason to lose any issues.

• Real time reporting provides management with up to date status of 
their process and control environment.

• The interrelationship between processes, risks and controls means that 
a control failure in one business area can highlighted to other business 
areas affected instantly.
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• Consistent framework applied to all business areas and 
functions.

• Real time reporting gives a complete overview of the 
performance of all controls across the organisation.

• Individual control performances and their evidence can 
be instantly accessed and reviewed.

• Issues or control failures identified are immediately captured and monitored, allowing remediation to 
start immediately and be continuously monitored.

• Three-way relationship between processes, risks and controls means the impact of control failures on 
reliant processes is identified instantly. 

• Plan and test the control environment and individual controls, document results, capture issues 
monitor remediation actions real time.

• All activities can be performed remotely, reducing the need for onsite or field visits.
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THIRD	LINE	
OF	DEFENCE

• The standardised framework provides 
a consistent approach to any audit 
activities, improving efficiency and 
saving time.

• A secure version-controlled library 
gives instant and transparent access 
to  processes, risks and controls, 
improving the overall understanding 
of the business.

• Records of individual control 
performances and evidence are 
instantly accessed and viewed online, 
with findings reports created 
automatically and instantly, saving 
time on audit fieldwork. 

• Control failures are immediately 
captured and monitored, ensuring 
focus is on the key areas where 
improvement is needed.

• Real time reporting provides 
immediate status and an early 
warning of any potential control 
breakdowns.

• Separate audit module allows the 
detailed testing of the control 
environment and ongoing monitoring 
of any remediation actions. 

• Time is spent dealing with control 
issues rather than identifying them.

STEP	ONE:
DOCUMENT,	EVALUATE,	
DESIGN,	IMPLEMENT
• Standardised documenting and 

approving of processes, risks and 
controls.

• The interrelationship between processes, 
risks and controls means that controls 
mitigating more than one process risk 
can be linked across processes and 
business areas.

• Quick and easy to implement and 
intuitive interface means capturing and 
documenting processes, risks and 
controls is quick and easy.

• Supporting procedures, documents, 
artefacts, EUC solutions are also 
captured in one standardised repository.

• Standardisation templates accelerates 
implementation across the organisation.`

How ICE achieves your GRC goals
ICE is a nimble and practical internal control & compliance solution that focuses on 
engaging and enabling all three lines of defence.
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